Almost every day, the media contains news reports about security issues in the cyber-space, electronic attacks against individuals, or even government infrastructures. With the aim of disseminating high-quality knowledge in this field to help people and companies better handle and understand those issues, the HEIG-VD is organizing three “Security Days” in Yverdon-les-Bains.

The first day targets the topic of "Ethical Hacking", the second one the specific subject of "Web Application Security", and the third day is dedicated to cyber-war, information warfare and other related areas. Widely recognized experts in their fields will give interesting and entertaining talks to attending IT professionals and anyone concerned by the growing insecurity of our e-world.

For pricing information, full program details and online electronic registration, please visit the Security Days website: http://securitydays.heig-vd.ch
Web Applications (In-)Security

All of us interact on a daily basis with several web applications. What is the current state of their (in-)security? As a software developer, how can I harden the web application I am currently designing? How is the malware industry currently exploiting the general web insecurity? These topics and many others will be exposed by widely recognized experts in the field.

Sylvain Maret is a principal consultant for MARET Consulting and a co-founder of the Geneva AppSec forum and the OpenID Swiss chapter.

Rolf Oppiger is a founder of eSECURITY Technologies, teaches at the University of Zurich and works part-time for the Federal Strategy Unit for IT (FSUIT).

Antonio Fontes is principal consultant at L7 Security, a Swiss-based consultancy specializing in online security and privacy, as well as a board member of the OWASP Switzerland chapter.

Philippe Oechslin is the founder of Objectif Sécurité, a company specialized in security audits and consulting in the French part of Switzerland, as well as a lecturer at the Swiss Federal Institute of Technology (EPFL).

Antti Tikkanen works in the F-Secure Labs in Helsinki, Finland. He is responsible for the research and development of rootkit scanning, behavior based protection and heuristic detections.